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The need

• Strengthen the cybersecurity

capacity in the EU

• Decrease dependencies on 

non-european suppliers of

cybersecurity solutions

• Increase the competitiveness

on the cybersecurity market

An EU-regulation, that was

adopted 28 June 2021, defines the 

establishment of:

a European Cybersecurity

Competence Centre (ECCC)

a Network of National 

Coordination Centres (NCCs)

a European Cybersecurity

Competence Community



The mission for ECCC and the network of NCC:s is to 
strengthen the cybersecurity and competitiveness of
the EU by supporting the Union’s capacity building

within research, innovation and competence
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NCC-SE:s mission and 
services

• Support ECCC in its mission –

National Contact Point

• Collect and highlight Swedish 

priorities to the EU/ECCC

• Promote the EU funding initiatives

• Give guidance regarding EU calls

• Financial support to SME:s

• Coordinate the Swedish 

stakeholders – the Swedish 

Competence Community





Activities for NCC-SE 2023

• ECCC and NCC-Network

• EU Working group cooperations

• Deployment of platform for the European Community

• Conferences 2023

• Cybernode Research Conference 26 January

• eu-LISA Roundtable 1-2 June

• Digital Assembly 15-16 juni

• Cybernode Activities

• Newsletters and Linkedin announcements

• Membership meetings, webinars, roundtables

• Discussing a possible Dragon Nest activity

• Information events on cybersecurity calls 



ECCC shall among other tasks give
cybersecurity related financial support through

Horizon Europe and DIGITAL Europe

Most of the cybersecurity calls require EU-based actors or seat at 

associated MS
•



Horizon Europe Cluster 3 Civil 
Security for Society Research 
Program

The Cluster 3 work programme

contains topics on i.a. cybersecurity

• Consortia models

• Often cross-border cooperations



Horizon Europe Work Programme
Call - Increased Cybersecurity 2023

• Secure Computing Continuum (IoT, Edge, Cloud, 

Dataspaces)

• Privacy-preserving and identity management technologies

• Security of robust AI systems

Opening date: 29 June 2023

Closing date: 23 November 2023



DIGITAL Europe
Cybersecurity Implementation 
Programme 2021-2022

• Individual entities can apply for many of

the topics

• Many topics have no need for cross-

border cooperation



DIGITAL Work Programme 2023-2024
- Deployment of actions in the area of cybersecurity

• Coordination Between the Cybersecurity Civilian and 

Defence Spheres

• Standardisation in the Area of Cybersecurity

• Support for Implementation of EU Legislation on 

Cybersecurity and National Cybersecurity Strategies

Opening date: 25 May 2023

Closing date: 26 September 2023



Thank you!
www.msb.se/ncc-se

ncc-se@msb.se
www.cybernode.se 


